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Spirion Scan Initiated 
(Manual or Scheduled) 

Was PII discovered 

in the scan? 

 

PII is Personally Identifiable 

Informaton such as  

Social Security Numbers or  

Credit Card Numbers 

Are the results true 

PII and not a false 

positive? 

Are you authorized to 

store sensitive 

information? 

Is the information 

secured 

appropriately?  

Some number formats may be 

mistaken for PII; this is called a 

false positive. 

PII stored outside a secured USU 

system has a high risk of 

exposure. Unless you have a 

documented data steward 

approval, sensitive information 

should not reside on your device. 

 

Appropriate privacy and security 

controls include: certified 

endpoint controls, encrypted 

(hard drive and files), quarantined 

location, or redacted sensitive 

information.  

Each USU department has unique operational processes designed to meet its needs. As technology advances and legal 

requirements increase, please integrate data protection controls into all current business processes.  

Contact the Help Desk or Data Privacy Office for resources and assistance. 

USU Help Desk 435.797.4357 (HELP)     Data Privacy Office 435.797.2558 
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Select the 

result(s) and 

use the 

“Ignore” option 

Move the 

documents to 

Box or select 

the result(s) 

and use the  

“Shred” or 

“Redact” option 

Close Spirion and Schedule 

Your Next Scan 


